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General introduction

The security of information systems is a pressing concern in today’s digital land-
scape due to the escalating incidents of computer abuse and cyber threats. As
organizations increasingly rely on technology to store, process, and transmit sen-
sitive data, ensuring the security and integrity of information systems has become
paramount. Systems analysts and designers play a crucial role in this endeavor by
developing expertise in methods for specifying information systems security.
Effective specification of information systems security requires a comprehensive un-
derstanding of potential vulnerabilities, threat vectors, and security controls. Sys-
tems analysts and designers must possess the expertise to assess risks, identify po-
tential security gaps, and develop strategies to mitigate these risks effectively. This
involves a systematic approach to incorporating security requirements, selecting ap-
propriate security technologies and protocols, and integrating security features into
the overall system design.
One approach that has gained significant attention in recent years is Security Infor-
mation and Event Management (SIEM). SIEM combines real-time monitoring, log
management, and advanced analytics to provide organizations with a comprehen-
sive view of their security posture. By correlating and analyzing security event data
from various sources, SIEM enables the identification of potential security incidents
and facilitates prompt response actions.
In this thesis and internship, we have analyzed and criticized the current deployment
of Sonelgaz Bejaia and its services and applications, to propose a new deployment
using SIEM solution with Splunk tool, focusing on its benefits, challenges, and po-
tential impact on cybersecurity.

This thesis is divided into four main chapters.

Chapter 1 provides an overview of the security of information systems, highlights
the importance of protecting sensitive data, and mitigates cyber threats.

Chapter 2 delves into the concept of SIEM and its significance in enhancing
information system security. It explores SIEM solutions’ features and capabilities,
emphasizing the advantages of real-time monitoring, log management, and advanced
analytics. Additionally, the chapter focuses on the selection and justification of
Splunk as the SIEM tool for this implementation, considering its suitability for the
organization’s requirements.

Chapter 3 critically analyzes the organization’s information system’s current
deployment and identifies existing vulnerabilities and weaknesses.

Chapter 4 proposes the implementation of SIEM with Splunk as a solution to
enhance the supervision and security of the organization’s information system. It

1



outlines a detailed plan for implementing, configuring, and integrating SIEM into
the existing infrastructure.
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Chapter 1

Security of information systems



1.1 Introduction

As computers and other digital devices become more integral to business and com-
merce, they are increasingly targeted by attacks. Before businesses and individuals
can confidently use their computing devices, they must ensure that the device has
not been compromised and that all communications are secure. Information sys-
tems store, process, and transmit sensitive information, such as personal, financial,
and business data. However, these systems are exposed to various threats, such as
cyber-attacks, data theft, computer viruses, hacking, and malware. To effectively re-
spond to these threats, it is important to understand various aspects of information
system security. This chapter provides an overview of the basic concepts of infor-
mation system security. It discusses various vulnerabilities in information systems
and examines regulatory aspects and security standards that apply to information
systems, such as ISO 27001. Finally, we will review some measures that can be
taken to mitigate security threats [41].

1.2 Information systems

Information systems (IS), considered to be the heart of a company, is the set of or-
ganizational, human, and technological means implemented to manage information
Figure 1.1. It must be free of any security flaw that could compromise the infor-
mation that circulates within it regarding confidentiality, integrity, or availability.
Thus, security standards have been defined, giving the rules to respect and main-
tain the security of the company’s information systems. At the same time, given
the complexity of implementing these standards, several risk analysis methods have
been developed to facilitate and guide their use. However, most of these methods
are only partially compatible, as it takes into account only a part of the rules stated
in these standards [1].

Figure 1.1: Dimensions of IS [1].
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1.2.1 Importance of IS security in organizations

Information system security refers to the measures individuals and organizations
take to safeguard information and ensure its safety for themselves, their company,
and their clients. The protection of business integrity and client privacy are crucial
considerations, and information security is a top priority for organizations due to its
value and importance. All organizations require protection against Cyber-attacks
and security threats, and investing in such safeguards is imperative. Data breaches
can be detrimental, resulting in costly and time-consuming consequences. By im-
plementing strong information system security measures, a company can reduce the
risk of both internal and external attacks on its IT systems [52, 2, 40].

1.2.2 The objective of the information systems security

The major reason for providing security to the information systems is not just one
fold but three folds as shown in Figure 1.2:

Figure 1.2: The Security triad [3].

The three letters in the "CIA triad" stand for Confidentiality, Integrity, and
Availability. The CIA triad is a common model that forms the basis for the devel-
opment of security systems. They are used for finding vulnerabilities and methods
for creating solutions [4, 43].

• Confidentiality: helps to protect sensitive information from unauthorized ac-
cess attempts. It is common to categorize data based on the amount and type
of damage that can occur if the data falls into the wrong hands. Depending
on the category, more or less strict measures can be implemented.

• Integrity: includes maintaining data consistency, accuracy, and reliability
throughout the data lifecycle. Data must not be modified in transit, and steps
must be taken to prevent unauthorized persons from modifying the data.
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• Availability: means that information is consistent and easily accessible by
authorized parties. This includes proper maintenance of the hardware and
technical infrastructure and systems that store and display information [4].

Additionally, the CIA triad can be enhanced with additional factors such as re-
liability, non-repudiation, and accountability, depending on the specific needs of a
particular system or environment [5].

• Reliability: Assurance that data is genuine, accurate, and reliable. This in-
cludes preventing unauthorized access, modification, or deletion of data.

• Non-repudiation: The origin and authenticity of data can be verified, ensuring
that the sender cannot refuse to send the data

1.2.3 Levels of Information System Security

Figure 1.3: IS Security levels.

Information System security can be organized into several tiers Figure 1.3,
depending on the different layers of security put in place to protect IS systems and
the data they contain.

1.2.3.1 Physical Security

This level focuses on protecting computer equipment from physical risks such as theft
or damage. It involves measures like limiting access to buildings and rooms using
locks, key cards, or biometric authentication, as well as installing security cameras
and alarms to monitor and detect unauthorized access or suspicious activity [6].

1.2.3.2 Network security (Infrastructure)

Once the physical security of devices is ensured, the next level is to protect them
from virtual threats when connected to a network. Network administrators and
security specialists are responsible for configuring and maintaining the organization’s
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network infrastructure and implementing measures to prevent unauthorized access
to the network, such as using software or hardware tools for detection and prevention
[6].

1.2.3.3 Security of information systems

This level focuses on securing the computer systems themselves, including the oper-
ating systems, software, and data they contain. It involves implementing measures
to protect the confidentiality, integrity, and availability of information. System ad-
ministrators and security specialists are responsible for managing access to sensitive
data by assigning specific privileges to users and ensuring the overall security of the
computer systems [6].

1.2.3.4 Human Security

This level addresses the behavioral security of individuals using computer systems.
It recognizes that human factors can be unpredictable and introduces potential risks.
Human security measures involve implementing policies and procedures related to
employee security, such as Security Awareness Training, Background Checks, and
Identity and Access Management. The Human resources team typically takes re-
sponsibility for implementing these measures [6].

1.2.3.5 Security of the organization

To maintain security even during staff turnover, it is crucial to establish docu-
mented procedures. Security should be deeply ingrained in the company’s culture
and treated as a serious matter. Implementing a staff training plan is essential to
ensure that all employees, especially new hires, embrace a safety culture.

To enforce security procedures effectively, the Information technology and Hu-
man resources departments need to collaborate. This collaboration involves imple-
menting various measures, such as developing a comprehensive plan to respond to
security incidents and minimizing potential damage and downtime.

Achieving strong enterprise security requires a systematic approach involving
multiple steps. Adopting a bottom-up strategy is recognized as the most effective
method. Although it does not provide complete assurance of absolute security, it
offers valuable benefits [6].

1.3 Information systems security paradigm

1.3.1 Vulnerabilities, threats, and attacks

In the context of IS security, vulnerabilities, threats, and attacks are three key
concepts that are closely related to each other.

1. Vulnerability is a weakness, a design problem, or an implementation error in
a system that can lead to an unexpected and undesirable event regarding the
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security system. It can exist almost anywhere, from hardware devices and
infrastructure to operating systems, firmware, applications, modules, drivers,
and application programming interfaces.

2. Threat refers to a potential danger or harm that can exploit a vulnerability in
a system. Threats can come from different sources, such as hackers, malware,
natural disasters, or human mistakes.

3. Attack is an assault on system security that is delivered by a person or a
machine to a system, it violates security.

The relationship between these three concepts is that a vulnerability lead to
a threat, and a threat can lead to an attack, In other words, a vulnerability creates
an opportunity for a threat actor to exploit it and launch an attack [7].

1.3.2 Security attacks classification

One of the more exciting and dynamic aspects of network security relates to at-
tacks. Our goals of security – Confidentiality, Integrity, Authentication, and Avail-
ability – can be threatened by security attacks. These attacks on information system
security can be classified according to the objectives of the attacker.

1.3.2.1 General categories of attacks

1. Interruption
A system asset is destroyed, becomes unavailable, or is rendered unusable.
This is an attack on availability, see Figure 1.4.

Figure 1.4: Interruption attack [8].

For example: due to various malicious actions, genuine users may experience
difficulty accessing the system, either on a temporary or permanent basis.
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A potential attacker can achieve this by stealing or damaging hardware or
software components, or by launching a DoS (Denial of Service) attack on
the server host, resulting in an overload of requests that prevents it from
responding. Malware, such as viruses or Trojans, can also be used to erase data
or disable a system’s functionality, leading to legitimate users being unable to
access [8, 55].

2. Interception
Unauthorized access is gained to an asset. This is a violation of confidentiality.
A human, a program, or a computer could be an unauthorized party, see Figure
1.5.

Figure 1.5: Interception attack [8].

Examples of such attacks include eavesdropping, which involves techniques
like packet sniffing and man-in-the-middle (MITM). The main objective of an
intruder in this type of attack is to obtain critical information such as pass-
words and credit card numbers or to disrupt data exchanges on the network.
These attacks can be difficult to detect when executed successfully, as there
may be little or no traces of the attack [8, 55].

3. Modification
Modification is an attack against the integrity of the information. There are
three types of modifications, see Figure 1.6.

• Change: changing existing information that may already be present but
inaccurate, to target either sensitive or public information.

• Insertion: an insertion attack adds information that was not previously
present, and can target historical data or information that has yet to be
acted upon.

• Deletion: deletion is the elimination of existing information.
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Figure 1.6: Modification attack [8].

For example, the man-in-the-middle attack (MITM) and Cross-Site Script-
ing (XSS) attack are two well-known methods of cyber attacks. In a MITM
attack, the attacker can manipulate the system hardware, delete network mes-
sages or alter their content after intercepting data. Meanwhile, in an XSS
attack, the hacker injects malicious scripts into a web application to modify
its content or steal sensitive data [8, 55].

4. Fabrication
When someone not authorized to access a system introduces fake items into
it, it is an attack on the system’s authenticity, see Figure 1.7.

Figure 1.7: Fabrication attack [8].
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For example, the act of fabrication occurs when an outsider introduces fraud-
ulent information or misleading clues into a system. One example of this is
when a hacker utilizes identity deception to create a fake version of a valid user,
enabling them to engage in fraudulent activity or gain control of a bank ac-
count. Additionally, fabrication attacks can be executed using other methods,
such as SQL injection and phishing [8, 55].

1.3.3 The Evolving Landscape of Cyberattacks and Its Im-
pact on Companies

The environment of cyberattacks is evolving, getting more complicated and di-
verse. Attackers use a variety of strategies and approaches to achieve their objec-
tives, and each form of assault provides its own set of obstacles for cybersecurity
preventive measures. Cyberattacks can cause a variety of problems, including finan-
cial losses, reputational harm, and legal ramifications. These losses can be especially
devastating for companies that rely significantly on digital infrastructure and cus-
tomer data.

To deal with this growing threat, it is crucial to put strong security measures
and prevention protocols in place.

1.3.3.1 Last five years

The chart in Figure 1.8 includes yearly and aggregated data for complaints and
losses over the years 2018 to 2022. Over this time, the IC3 received a total of 3.26
million complaints, reporting a loss of $27.6 billion [9].

Figure 1.8: Complaints and losses over the last five years [9].
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1.3.4 Solutions

1.3.4.1 Information systems security standards

• ITSEC (Information Technology Security Evaluation Criteria): was proposed
by the French government in 1991. ITSEC is a European standard that aims
to assess the security of computer systems in terms of functionality, integrity,
confidentiality, and availability [46].

• TCSEC (Trusted Computer System Evaluation Criteria): was proposed by the
US government in 1983. TCSEC is an American standard for evaluating the
security of computer systems in terms of confidentiality, integrity, availability,
and authentication [56, 44].

• ISO (International Organization for Standardization): is an independent in-
ternational organization that sets standards for various industries, including
IT security. The ISO/IEC 27001:2013 standard establishes an information
security framework for organizations and defines the requirements for the es-
tablishment, implementation, maintenance, and continual improvement of an
information security management system (ISMS) [10].

The ITSEC, TCSEC, and ISO provide a framework for defining security re-
quirements and measuring compliance with those requirements. These standards
also allow organizations to establish a consistent security policy tailored to their
specific needs.

1.3.4.2 Security policy

IT Security Policy is a type of security policy that identifies the rules and proce-
dures for all individuals who access and use an organization’s IT assets and resources.
This policy provides clear guidelines and protocols to ensure that all individuals
comply with security best practices and follow established procedures to safeguard
sensitive information [11].

1.3.4.3 Defense mechanisms

A) Intrusion Detection System (IDS) : Is a monitoring tool, whether in the
form of a software application or a device, it monitors the system or activities
of the network for policy violations or malicious activities and generates reports
to the management system, Figure 1.9.
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Figure 1.9: Intrusion Detection System [12].

Here are the two types of IDS technologies:

• Network Based: A network intrusion detection system (NIDS) is a type
of IDS that operates by examining network traffic at all levels of the OSI
model, it can analyze and make decisions about the nature of traffic,
including identifying potentially suspicious activity that could indicate
an attempted intrusion or attack.

• Host based: Host intrusion detection system (HIDS) is an intrusion de-
tection system that monitors and analyzes the internals of a computer
system, not just network packets on external interfaces. HIDS analyzes
system-specific settings such as software calls, local security policies, and
local log checks to detect potential security threats [53].

B) Network Antivirus: A network antivirus operates through a single dedicated
network appliance, which is a hardware device that can protect any device that
accesses your network. This means that instead of installing antivirus software
on every individual device, you only need to install and maintain the antivirus
on the network appliance [13].

C) Antivirus: An antivirus is a software that protects workstations or computer
systems from computer infections. This software regularly monitors and an-
alyzes all files and filters suspicious contents. If anomalies are detected, they
will be notified and rejected. Most antivirus programs also include spam pro-
tection and can scan all incoming messages before they are delivered to their
recipients [14].

D) Intrusion Prevention System (IPS): An IPS, Figure 1.10 is a system
that automatically detects and thwarts computer attacks against protected
resources. It examines communications in real time for attack patterns or sig-
natures and blocks attacks once they have been detected. Unlike a traditional
IDS, which focuses on reporting anomalies to the administrator, an IPS strives
to automatically defend the target without direct administrator intervention.
This protection can involve using signature-based or behavioral techniques to
identify an attack and then block the malicious traffic or system call before it
causes damage. In this regard, an IPS combines the functionality of a firewall
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and an IDS to provide a solution that automatically blocks offensive actions
as soon as it detects an attack [15].

Figure 1.10: Intrusion Prevention System [15].

E) Firewall: A firewall, Figure 1.11 is a security system that can be either
hardware or software or both. It acts as the first line of defense for a computer
or application by preventing unauthorized access from hackers who may try
to reach the computer through network traffic on the Internet or through
other networks. The firewall also filters out viruses, worms, and other forms
of malware. By creating a barrier between the computer and all its external
communication channels, including both trusted and untrusted networks, the
firewall helps to ensure that the computer remains secure and protected [16].

Figure 1.11: Firewall [16].

F) Cryptography: Is a security mechanism that involves transforming plain
text data into an unreadable form, known as ciphertext, using mathematical
algorithms and keys. Cryptography provides confidentiality, integrity, and
authenticity of data. Cryptography can be used in two ways: symmetric key
cryptography (the same key is used for both encryption and decryption) and
asymmetric key cryptography (the public key is used to encrypt data, and a
private key is used to decrypt the data) [17].

• SSL and TLS : SSL (Secure Sockets Layer) and TLS (Transport Layer
Security) are cryptographic protocols that provide a secure connection
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between a client and a server. They use a combination of symmetric
and asymmetric cryptography to encrypt and authenticate data that is
transmitted over the internet. This means that any information sent
between the client and the server is kept private and secure, and can only
be accessed by the intended recipient [54].

SSL and TLS are commonly used to protect web traffic, email, instant mes-
saging, and other types of network communications.

G) Virtual Private Network (VPN): VPN, Figure 1.12 is a security mecha-
nism that provides secure remote access to computer networks over the public
Internet. The data transmitted through a Virtual Private Network (VPN) is
encrypted using "tunnel" technology, making it inaccessible to other internet
users. This encryption is facilitated by digital certificates which work like pass-
ports and must be present on both the remote computer and the server side.
All certificates have a public and private key, and when a remote computer
attempts to access the file, its public key is sent to the server, which also sends
its public key, and a VPN connection is established, creating a tunnel where
data is encrypted and decrypted through the certificate [45, 47].

Figure 1.12: Virtual Private Network [50].

1.4 Security Benefits and Monitoring Logs Activi-
ties

Log files serve as the main source of data for network observability. They are
computer-generated files that provide details about usage patterns, activities, and
operations within various devices such as operating systems, applications, servers,
and more.
Effective monitoring of event logs plays a critical role in safeguarding the security
of computer systems, networks, and applications. Not only does it provide valuable
insights into the system’s overall functionality, but it also sheds light on the system’s
health. Analyzing event logs enables organizations to promptly identify potential
security breaches, pinpoint any weaknesses or vulnerabilities, ensure adherence to
relevant regulations and standards, conduct forensic investigations, and keep audit
trails up-to-date. Overall, monitoring event logs is a crucial practice for maintaining
the security and integrity of computer systems [18, 51].
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1.5 Security Monitoring Logs and SIEM Approach:

There are multiple methods for monitoring data and mitigating security threats,
but one particularly robust approach is Security Information and Events Manage-
ment (SIEM). This solution is highly comprehensive and effective, making it an ideal
tool for achieving the ultimate goal of security monitoring. By delivering real-time
updates on system and network activity, SIEM equips IT teams with valuable in-
sights that can aid in safeguarding against potential risks. Given the focus of this
thesis, SIEM is of particular interest as a solution worth exploring [42].

Conclusion

Safeguarding information systems and protecting organizational data requires a
comprehensive and proactive approach. By understanding the key concepts and
implementing robust security measures discussed in this chapter, organizations can
strengthen their security posture and mitigate risks effectively.
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Chapter 2

Security Information and Events
Management



2.1 Introduction

The SIEM (Security Information and Event Management) is critically important
in a security of information systems context because the SIEM system is responsi-
ble for collecting and analyzing security-related data from various sources across an
organization’s Information technology infrastructure.
A SIEM system’s ability to provide an accurate and complete picture of an organiza-
tion’s security posture relies on the security of the underlying information systems.

This chapter explores the evolution of computer-based security management,
focusing on the major advances of SIM (Security Information Management) and
SEM (Security Event Management). We will see how these tools have evolved into
the SIEM (Security Information and Event Management) we know today. We will
discuss the main features of SIEM, such as log management, event correlation, se-
curity analysis, and reporting. In addition, we will also provide an overview of some
SIEM solutions currently available on the market. We will explore the strengths
and weaknesses of each solution, and guide how to select the best SIEM solution for
the organization’s specific needs.

2.2 SIEM Evolution

2.2.1 History

The evolution of SIM, SEM, and SIEM reflects the increasing complexity and
variety of security threats, the growing volume and variety of security data, and
the need for more advanced analytics and automation capabilities to support them
effectively. Incident response has been a key factor in the evolution of these solutions.
In chronological order, first SIM appeared in the 1990s then after a decade SEM
emerged in the 2000s [19].

SIEM (Security Information and Event Management) solutions have been around
for over 15 years, but today’s modern SIEMs have evolved from their predecessors.
The term "SIEM" was coined in 2005 by Mark Nicolett and Amrit Williams in a
Gartner research report entitled "Improving IT Security with Vulnerability Manage-
ment". Today’s SIEMs are an evolution of SIM and SEM that have integrated their
capabilities while adding more advanced analysis and automation features [13].

2.2.2 Security Information Management (SIM)

2.2.2.1 Definition

SIM, or Security Information Management, is a set of automated tools for the
collection and long-term storage of log files, as well as for the analysis and report-
ing of log data. SIM is often associated with log file management, as it allows log
files to be collected from various sources and stored in a centralized location. SIM
solutions are usually based on agents that run on the servers and computers being
monitored. These agents relay security information and log files to a centralized SIM
server, where system administrators can log in and run real-time security reports in
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graphical and tabular form. Some SIM solutions incorporate local filters to normal-
ize, query, and clean up log files before they are transmitted to the centralized SIM
server. This reduces the amount of data sent over the network, which can cause
bandwidth congestion, and the amount of data stored on the SIM server, which can
quickly consume disk space. However, these filters must be applied in a way that
does not impede the ability to reconstruct the state of the system that triggered a
security incident [20].

2.2.2.2 Log files

1. Definition
Log files are records of activities, messages, and events taken by programs,
operating systems, and other applications. They are employed to monitor
and examine system activity, discover issues, and do troubleshoot. It enables
analysis of a process’s internal activity hour by hour or minute by minute.
Errors, status updates, and other information regarding system activities can
all be found in logs. The most recent occurrences are typically found near the
end of text files that are stored in chronological order [21].

2. Log Format
A log format refers to a set of rules that dictate how log file content should be
interpreted. These guidelines determine the record structure, encoding, and
delimitation. Depending on the system or application for which it is used,
the format may differ but generally conforms to a standardized format for
easy user analysis. It may define various aspects, such as whether the content
is structured or unstructured, whether the data is binary or plain text, and
the type of encoding applied. Additionally, the format may specify record
delimitation methods used to separate individual records in the log file. A log
file typically includes a timestamp, user information, and event information.
The timestamp allows for chronological sorting of log entries, while the user
information includes the user identifier, the IP address, or the device type of
the user who triggered the event. The event information provides details of the
action performed, such as a login attempt, an error message, or a transaction
request. It may also include additional information, such as the HTTP status
code, bytes served, user agent, web page referenced, or other relevant data
points, useful for troubleshooting and identifying the root cause of problems
[22].

3. Utility of log files
Log files are an important tool for monitoring and analyzing the behavior
of applications and systems, it helps to ensure their reliability, security, and
performance [57].

4. Type of log files
A variety of log files are used in computer systems and applications, each
serving a specific purpose. Some of the most common types include [21]:

• Event logs: These high-level logs track network usage and traffic statis-
tics, such as login attempts, unsuccessful password attempts, and appli-
cation events.
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• Server logs: These text files keep track of all activity involving a specific
server over a given period.

• System logs (Syslogs): These logs record occurrences in the operating sys-
tem, including starting messages, system modifications, unforeseen shut-
downs, errors, and warnings. They are produced by Windows, Linux,
and macOS systems.

• Access logs and authorization logs: These logs include a list of users and
bots who have accessed particular programs or files.

• Change logs: These logs provide a timeline of modifications made to a
program or file. Availability logs: These logs monitor system availability,
uptime, and performance.

• Resource logs: These logs reveal details about connection problems and
capacity restrictions.

• Threat logs: These logs are records of system, file, or application traffic
that a firewall detects as matching a specified security profile. They help
to identify potential security threats to the system.

2.2.3 Security Event Management (SEM)

2.2.3.1 Definition

Security Event Management (SEM) quickly identifies potential security breaches
and alerts responsible parties. it’s a technology used for real-time monitoring and
correlation of system events and alerts, to identify threats, vulnerabilities, and risks.
SEM improves upon Security Information Management (SIM). Typically, data is
relayed from host computers to a central repository using protocols like SNMP
and Syslog, where events and alerts are stored securely. Security algorithms and
statistical calculations are used to analyze the information and identify significant
entries that warrant attention, such as administrator logins outside of working hours.
SEM allows for centralized monitoring, making it easier to detect events that impact
multiple systems [23].

2.2.4 Security information and event managements(SIEM)

2.2.4.1 Definition

Security Information and Event Management (SIEM) software works by collecting
log and event data from applications, devices, networks, infrastructure, and systems
to provide a comprehensive view of an organization’s information technology (IT).
These solutions can be deployed on-premise or in the cloud. By analyzing all data in
real time, SIEM solutions use statistical rules and correlations to provide actionable
information for forensic investigations. SIEM technology examines all data, sorting
threat activity according to its level of risk to help security teams quickly identify
malicious actors and mitigate cyber-attacks. By using SIEM technology to gain
visibility into network activity, organizations can address issues before they become
a significant risk [24, 25].
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2.2.5 The architecture of SIEM

A SIEM, or Security Information and Event Management, is a system consisting
of interconnected steps that operate sequentially, with each step relying on the
successful completion of the preceding step. Consequently, any failure in a step will
fail in all subsequent steps.
A SIEM is divided into six fundamental steps as displayed in Figure 2.1.

Figure 2.1: SIEM basics components [26].

1. Source device: The "source device" is the initial component in a SIEM
framework that can be a device, an application, or any data that is storable
and processable by a SIEM. Typically, source devices provide various logs, such
as operating systems logs that document system interactions, appliance logs
for routers and switches, and application logs that detail interactions within
the application [26, 48].

2. Log collection: The Log Collection stage involves extracting logs from source
devices, which can be accomplished through two distinct methods. The Push
Method involves sending logs from the source device to a receptor on the SIEM
side, often by redirecting the Syslog from the machine to the SIEM receptor.
In contrast, the Pull Method requires the SIEM to initiate a connection to the
source device to retrieve the logs from a network pathway. This method has
a drawback, as logs must be obtained periodically instead of real time, as in
the Push Method [26, 48].

3. Parsing normalization: During the Parsing Normalization phase, the ob-
tained logs undergo standardization to enable the SIEM to understand and
analyze the log entries. This process also enhances human comprehension of
the log contents [26, 48].

4. Rule/Correlation Engine: During the Rule Engine sub-phase, rules are
established and applied to the normalized logs, which influence the SIEM
alerts. For instance, if a user authenticates to a machine with "root" access,
a rule can be created to detect this event and generate an alert [26, 48].

5. Log Storage: The Log Storage phase involves retaining all SIEM-processed
logs for future access if necessary. The processed logs can be stored in three
ways: database, text file, or binary file. Storing logs in databases, like Oracle
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or MySQL, is the most common method, but it requires additional admin-
istration. Text file storage has the benefit of being human-readable, but it
necessitates a delimiter between log parameters and is not scalable. Binary
files, which are only accessible within the SIEM, are advantageous for scalabil-
ity because they enable fast read/write operations and efficient memory usage
[26, 48].

6. Monitoring: The final phase of a SIEM architecture is monitoring, where
the SIEM interacts with stored logs and presents the obtained information in
an interface. The interface may be web or application-based and is used to
manage the SIEM, providing a unified view of the environment [26, 48].

This cyclical process continues as long as the SIEM system is in use, helping
to continuously monitor and improve the organization’s security posture.

2.2.5.1 SIEM functions

SIEM, or Security Information and Event Management, has been around for over a
decade. Previously, SIEMs required meticulous management throughout the entire
data pipeline, including data ingestion, policy implementation, alert review, and
anomaly analysis.
SIEM functions by gathering log and event data from various sources such as host
systems, networks, security devices, and applications. Agents are deployed across
the organization’s technology infrastructure to collect all the data and centralize it
on a single platform. SIEM software identifies network anomalies, antivirus events,
security incidents, and firewall logs and sorts them into categories, such as successful
and failed logins, malware activity, and other potential threats. When the software
detects events that may pose a risk to the organization, it generates alerts to signal
a possible security problem. Alerts can be configured with different levels of priority
based on predefined rules. Administrators can set rules and thresholds to define
what type of anomaly is considered as a security incident [24].

2.2.6 Comparison of SIM, SEM, and SIEM

SIM, SEM, and SIEM are all related to security event management, but they
differ in their focus and capabilities.

The main difference is that in SIM, the device only collects data from a log, which
can include different forms of data. Technologies are increasingly focusing on par-
ticular types of events in SEM. It is possible to imagine systems created specifically
to monitor high-level management access, suspicious authentications, and account
logins at specific times.
Technologies that combine SIM and SEM are called SIEM. Here we have to distin-
guish between general information monitoring and event monitoring. Another im-
portant approach to differentiate the two is to consider SIM as a longer or broader
process that allows for the methodical analysis of larger and more varied data. In
contrast, SEM again focuses on individual user event types that can serve as warning
signals or provide managers with specific information about network activities [27].
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2.3 SIEM Benefits

SIEM solutions provide a powerful method of threat detection, real-time reporting,
and long-term analytics of security logs and events. This tool can be incredibly useful
for safeguarding organizations of all sizes.

Here are some benefits of SIEM [24]:

• Increased security: SIEM solutions help organizations to detect and respond
to security threats in real time. By monitoring security events across the orga-
nization, SIEM can identify potential threats and provide actionable insights
to security teams to respond to them.

• Improved compliance: Many organizations are required to comply with reg-
ulations. SIEM can help organizations to meet compliance requirements by
providing audit trails and logs of security events.

• Centralized monitoring: SIEM provides a centralized view of security events
across the organization. This enables security teams to identify patterns and
trends in security events that may not be apparent when viewing individual
events in isolation.

• Faster incident response: SIEM can automate the incident response process by
providing alerts to security teams in real time. This enables security teams to
respond to incidents faster and reduce the time it takes to mitigate the impact
of a security breach.

• Cost savings: By automating many security-related tasks, SIEM can reduce
the cost of managing security operations. It can also help organizations identify
and prioritize security-related risks, enabling them to allocate resources more
effectively.

2.4 Presentation of some SIEMs solutions

Many SIEM solutions are available on the market today, each with unique features
and functionality, to make it easier to compare these solutions, Table 2.1 summarizes
the most promising SIEMs to date.

23



SIEM Solution Operating
System Advantages Disadvantages

paid solutions

Splunk Enterprise
Security [28, 29]

Windows,
Linux, Unix,
macOS

Highly customiz-
able, easy integration
with other tools,
user-friendly inter-
face, powerful data
analytics, excellent
dashboard, effective
large data analysis

Expensive, de-
signed for large
companies

IBM QRadar [28,
29] Linux

Advanced analytics
and threat detection,
excellent scalability,
comprehensive report-
ing

High initial cost,
steep learning
curve

LogRhythm [28, 29] Windows, Linux

Advanced threat de-
tection, automated re-
sponse, easy-to-use in-
terface

Expensive, lim-
ited scalability

free solutions

Elastic Stack (ELK
Stack) [28]

Windows,
Linux, macOS

Highly customizable,
flexible, excellent
visualization capabili-
ties

Requires signif-
icant technical
expertise to set
up and maintain

OSSIM [49] Linux

Comprehensive secu-
rity features, easy-
to-use interface, cus-
tomizable dashboards

Limited scalabil-
ity, less support
compared to
paid solutions

Graylog [28] Linux

Easy to use inter-
face, high customiz-
ability, strong commu-
nity support

Limited scal-
ability, less
advanced fea-
tures compared
to paid solutions

Table 2.1: Comparison of different SIEM solutions

2.5 The choice of SIEM solution

Each SIEM solution has its unique set of pros and cons. Ultimately, the selection
of a SIEM solution depends on individual requirements and budgetary constraints.
After evaluating and comparing multiple SIEM solutions, in this project for the
implementation of a SIEM solution for the supervision of the IS, we have chosen
Splunk, which is a well-established and highly-regarded SIEM solution that offers
numerous benefits.

And here are some of its advantages over other solutions [30] :
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• Scalability and Ease of Implementation: Splunk can handle large volumes of
data and process it quickly, making it highly scalable. Additionally, it is easy
to implement and can be deployed quickly and easily.

• Interactive Analytics Reporting: Splunk enables users to explore data easily
and find trends and patterns using interactive charts, graphs, and tables. Users
can also create custom dashboards to visualize their data.

• Automatic User Information Discovery: Splunk can quickly identify user in-
formation and extract useful information from different data sources.

• Search Saving and Sharing: Splunk allows users to save customized searches
for future use and share them with other users, making it easy to find and
analyze the data they need.

2.6 Splunk

2.6.1 Definition

Splunk, (Splunk Logo, Figure 2.2) is a software application that helps organiza-
tions to search, monitor, and analyze data from any source. It is an exceptional tool
for big data analysis, especially where there is a lot of machine data to be analyzed.
Splunk collects machine data from various sources and enhances its searchability
through intelligent search capabilities. It can be used for tasks such as data visual-
ization, report generation, and data analysis, enabling IT teams to improve overall
efficiency based on insights obtained from the data [31, 30].

Figure 2.2: Splunk Logo.

2.6.2 Splunk components

Splunk is made up of three major components, Figure 2.3:
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Figure 2.3: Splunk components [32].

1. Splunk Forwarder is a data forwarding tool.

2. Splunk Indexer, which is used for data parsing and indexing.

3. Search Head is a graphical user interface (GUI) for searching, analyzing, and
reporting.

2.6.2.1 Splunk forwarder

Splunk forwarder is a tool that allows for real-time data collection from various
sources, including remote systems. It can be configured to send this data in real time
to a Splunk indexer, enabling users to analyze the data in real time using Splunk.
The Splunk forwarder is also efficient in terms of processing power and can be easily
scaled to meet increased data collection needs.

There are two types of forwarders:

• Splunk Universal Forwarder: The universal forwarder is a simple Splunk com-
ponent designed to send raw data collected at the source to an indexer with
minimal processing. It allows straightforward data transfer and can help avoid
performance overheads caused by the forwarding of unnecessary data. Unlike
some other tools on the market, the universal forwarder does not process in-
coming data streams extensively, making it an efficient solution for forwarding
data [33, 31].

• Splunk Heavy Forwarder : The heavy forwarder, Figure 2.4 is a Splunk com-
ponent that can solve data processing challenges by performing some data
processing at the source before forwarding it to the indexer. Typically, a
heavy forwarder will parse and index data at the source, which helps reduce
the amount of unnecessary data that is forwarded and ultimately saves band-
width and storage space. By parsing the data before forwarding, the heavy
forwarder ensures that the indexer only has to deal with the indexing segment
of the data, making it an efficient tool for handling large volumes of data [33,
31].
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Figure 2.4: Splunk heavy forwarder [33].

2.6.2.2 Splunk Indexer

The Splunk indexer is a tool used for indexing and storing data that is fed from
forwarders. Its primary purpose is to convert data into events and index it for
efficient search operations. When data is received through the Universal Forwarder,
the Splunk indexer first parses the data to eliminate unwanted data before indexing
it. When data is received through the Heavy Forwarder, the Splunk indexer only
indexes the data. The Splunk indexer stores data in compressed raw data, indexes
pointing to raw data, and metadata files, which are stored in buckets - collections
of directories. One of the benefits of using Splunk indexer is data replication, which
ensures that multiple copies of indexed data are stored to prevent data loss. This
process is referred to as indexer clustering or index replication [31].

2.6.2.3 Splunk Search Head

The Splunk Search Head, Figure 2.5 is a component that provides users with a
graphical user interface for interacting with Splunk. Users can enter search terms
to search and query data indexed by the Splunk Indexer, and receive the expected
results. The search head can be installed on the same server as other Splunk com-
ponents or on a separate server, and enabling it involves enabling the Splunk web
service on the Splunk server. Within a Splunk instance, a search head can send
search requests to a group of indexers, or search peers, who perform searches on
their indexes. The search head combines the results and returns them to the user,
using a distributed searching technique that provides faster data search. Search
head clusters are groups of search heads that work together to coordinate search
operations. The cluster assigns jobs based on current loads and ensures that all
search heads have direct access to the same collection of objects [31].
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Figure 2.5: Splunk Architecture [33].

2.6.3 Splunk Architecture

The architecture of Splunk in Figure 2.5 shows how Splunk works from beginning
to end. The diagram show cases of multiple remote Forwarders that send data to
the Indexers.
The Search Head provides various functionalities such as searching, analyzing, vi-
sualizing, and generating knowledge objects for Operational Intelligence based on
the data in the Indexer. The Management Console Host acts as a centralized con-
figuration manager, distributing configurations, app updates, and content updates
to Deployment Clients. Forwarders, Indexers, and Search Heads are all Deployment
Clients in this architecture [33].

Conclusion

This chapter explored the various facets of Security Information and Event Man-
agement highlighting its importance as a critical component of contemporary cyber-
security practices. It discussed the obstacles that organizations face when deploying
and administering their systems and their vital role in protecting an organization’s
assets, data, and reputation from ever-increasing cyber threats. Ultimately, it is
clear that SIEM is an indispensable tool in mitigating the risks posed by cybercrime
in today’s digital landscape.
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Chapter 3

Internship Host Organization



3.1 Introduction

After presenting the concepts related to our thesis in the previous parts, we dedi-
cate this chapter to introduce the host organization, SONELGAZ, specifically Bejaia
distribution concession BDC. We will also discuss the role of the IT Systems Man-
agement Division in this process and then analyze its deployment such as handling
tasks related to system administration, monitoring, and change management. Then
we will identify the limits and issues with the current deployment which will help
us to come up with an approach to realize our migration.

3.2 General presentation of Sonelgaz

SONELGAZ (acronym of Société Nationale de l’Électricité et du Gaz), is an
Algerian industrial energy group, specializing in the production, transport, and
distribution of electricity, as well as the purchase, transport, and distribution of
natural gas. Its head office is located in Algiers [34].

Figure 3.1: Logo of Sonelgaz [34].

3.2.1 History

Sonelgaz was created in 1969 to replace EGA, a company created in 1947 to
monopolize these activities. Since its creation, Sonelgaz has expanded its activities
to include the installation and maintenance of electrical and gas appliances, as well
as the promotion of the use of these energies in the industrial, craft, and domestic
sectors. In 1995, the company became a public enterprise of an industrial and
commercial nature, before becoming a joint stock company in 2001 to allow for an
expansion of its activities. Since then, it has become a major national investor and
a group of industrial subsidiaries, with 39 subsidiaries and 5 joint ventures. The
main subsidiaries are responsible for the generation, transmission, and distribution
of electricity and the transmission and distribution of gas through pipelines [34].

3.2.2 Mission of Sonelgaz

Sonelgaz’s mission is to distribute electricity and gas by pipeline, and to operate,
maintain and develop the electricity and gas distribution networks while respecting
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the required safety standards. It must also connect and manage new customers
promptly, ensure continuity and quality of service, and comply with environmental
protection legislation. In addition, Sonelgaz must take into account the strategic
orientations and policies defined, ensure that the public service missions are in line
with the commitments made with the public authorities, and meet customer satis-
faction and environmental protection requirements. It must market electricity and
gas under the best conditions of quality, safety, and at the lowest cost, develop and
offer energy services in the fields of electricity and gas, and achieve economic ob-
jectives by improving management, seeking greater synergy, and controlling costs
[34].

As part of my end-of-study internship, I had the opportunity to work for Sonel-
gaz, a company based in [Bejaia/Algeria], which will be further presented in the
following section.

3.3 Bejaia Distribution Concession (BDC)

The Bejaia Distribution Concession (BDC), is responsible for distributing elec-
tricity and gas to customers and ensuring the quality and continuity of service. The
concession is located in the city of TOBAL and plays a crucial role in the efficient
supply of electricity and gas to customers.
The distribution department of BDC is responsible for various functions, including
operating, maintaining, and developing the electricity and gas distribution networks.
The department also handles marketing activities related to electricity and gas, en-
suring quality and continuity of service throughout the concession area, and ensuring
the safety of the installations.
In addition, the department is responsible for handling customers’ connection re-
quests in the most cost-effective and timely manner possible, with the ultimate goal
of satisfying their needs and ensuring their satisfaction.

3.3.1 General organizational chart for the Distribution De-
partment of Electricity and Gas in Béjaïa

The organization chart illustrated in Figure 3.2 summarises the general organiza-
tion of the Bejaia Electricity and Gas Distribution directorate.

31



Figure 3.2: Organization chart.

3.3.2 IT Systems Management Division (ISMD)

ISMD is a key service within the BCD, responsible for overseeing the movement of
IT equipment and ensuring effective and efficient allocation to the various services.
Its role is crucial in ensuring that all departments in the BCD have the equipment
they need to perform their functions effectively, while at the same time ensuring
that the movement of IT equipment is managed optimally.

3.3.2.1 IT systems management division activities

Sonelgaz Bejaia’s IT systems management division is in charge of various activities
that aim to ensure the smooth running of the company’s IT systems. First of all,
it manages the BT/BP billing groups, closely following the billing and collection
schedule designed for this purpose. This task is crucial to ensure the satisfaction of
Sonelgaz customers by providing them with accurate and timely invoices.

In addition, this division is responsible for maintaining Sonelgaz’s IT networks,
ensuring they are functional and accessible at any time. It also ensures the main-
tenance of systems, including databases, to ensure the continuity of the company’s
activities.

Finally, the division is responsible for managing Sonelgaz Bejaia’s computer cen-
ter and promoting the systems to distribution management. Working closely with
the company’s other departments contributes to the optimization activities and the
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improvement of the quality of services offered to Sonelgaz customers.

3.3.3 Analyzing the deployment architecture

Figure 3.3 shows the network infrastructure of Bejaia Distribution:

Figure 3.3: BCD LAN Architecture.
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This network is designed in a hierarchical model, i.e. it is divided into 3 layers
as follows:

1. Access layer

• Serves as an interface for end devices.

• Controls which devices are allowed to communicate on the network.

• Includes switches, bridges.

2. Distribution layer

• Aggregates data received from access layer switches for routing to the
final destination.

• Manages the flow of network traffic using policies.

• Delimits broadcast domains via routing functions between defined
VLANs at the access layer.

3. Network Core Layer

• Constitutes the high-speed backbone of the inter-network.

• Essential for interconnectivity between distribution layer devices.

• Aggregates traffic from all distribution layer devices,

• Capable of rapidly forwarding large amounts of data.

3.3.3.1 Analysis of computer park

I. Hardwar analysis
The local computer network of the Bejaia distribution department is composed
of:

(a) Two network racks

• Ground floor rack, containing 3 stacked switches that have been illus-
trated by a single switch. It covers the IT, commercial and electrical
divisions.

• The first-floor rack contains 5 stacked switches covering the second
and third-floor offices.

They contain the types of switches defined in Table 3.1:
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Switch type Description

DELL N3024P

24-port Gigabit Ethernet switch that provides
Power over Ethernet (PoE) capabilities to power
devices such as wireless access points, IP phones,
and cameras

DELL N3024F

24-port Gigabit Ethernet switch that is non-PoE,
meaning it does not provide Power over Ethernet
capabilities for powering devices such as wireless
access points or IP phones

Table 3.1: Table of DELL N3024 switch types [35].

DELL EMC NETWORKING N3000 SERIES SWITCHES
The N3000 switch series offers a power-efficient and resilient Gigabit Eth-
ernet (GbE) switching solution with integrated 10GbE uplinks for ad-
vanced Layer 3 distribution for offices and campus networks. The series
has high-performance capabilities and wire-speed performance utilizing a
non-blocking architecture to easily handle unexpected traffic loads [35].

(b) Cisco 2600 Router: The Cisco 2600/2600XM series family of modular
multiservice access routers provides flexible LAN and WAN configura-
tions, multiple security options, voice/data integration, and a range of
high-performance processors. This range of features makes the Cisco
2600/2600XM family the ideal branch-office router for today’s and to-
morrow’s customer requirements [36].

(c) IP telephony: Avaya IP500 V2 is a popular IP telephone system used in
many organizations for managing their voice communication needs. It is a
highly scalable and flexible system that can support up to 384 telephones
and 8 T1/E1 trunks [37].

II. Software analysis

(a) Servers: In the computer network of Sonelgaz, the distribution concession
of Béjaïa, several types of servers are present, including:

i. Database server: It is responsible for storing, managing, and pro-
viding secure access to data. Database servers enable efficient data
management and manipulation, as well as the execution of queries
and transactions.

ii. Application server: provides a runtime environment for software
applications. It hosts and executes applications, offering services such
as session management, access to databases, query processing, and
communication with other systems.

iii. Communication server: manages communications between differ-
ent devices or systems. It handles routing, transmission, and ex-
change of data between users or machines. Communication servers
can support functionalities such as telephone calls, email, video con-
ferencing, chat services, etc.)

iv. File server: A file server is a system that stores and shares files with
other computers or users within a network. It facilitates centralized
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storage of files and enables secure and controlled access to these files.
File servers provide features such as access rights management, data
backup, version control, and file collaboration.

III. Security analysis
"Sonelgaz" regards security as a major privilege and employs advanced security
techniques such as:

(a) Firewall: Fortinet’s FortiGate is equipped with a Firewall-FortiOS mod-
ule, which is an essential component of the FortiOS suite for strength-
ening the security of corporate IT networks. Firewall-FortiOS plays a
critical role in blocking unauthorized access, but it also faces growing
challenges such as the emergence of new threats and evasion techniques,
as well as diversification of access methods and increased data volume.
Fortinet is the pioneer in securing networked IT systems, providing the
perfect convergence to make your system fit any location: remote office,
branch office, campus, data center, and cloud. FortiGate is at the heart of
FortiOS everywhere and provides deep visibility and security in a range
of formats, including container firewalls, virtual firewalls, and security
appliances [38].

(b) Anti-virus: Anti-virus Symantec endpoint Security is installed at
SONELGAZ. Symantec is renowned for its flagship product, Symantec
Endpoint Protection. This leading security suite offers comprehensive
protection against all kinds of online threats such as viruses, malware,
spyware, phishing attacks, and more. Symantec uses innovative technolo-
gies to reduce the attack surface, prevent attacks, breaches, and detect
intrusions, all powered by one of the world’s largest intelligence networks.
This all-in-one solution from Symantec offers flexible management and de-
ployment, including a fully cloud-based, on-premise, or hybrid solution,
for maximum protection of traditional and mobile enterprise devices [39].

3.3.4 Critics about the current deployment

In the context of our study, it was identified that Sonelgaz faces several criticisms
and challenges:

1. Limited Visibility: The organization lacks centralized visibility into security
events, making it difficult to monitor and detect threats in real time, leaving
the organization vulnerable to undetected attacks or breaches.

2. Manual Log Analysis: Manual log analysis is necessary, leading to time-
consuming and inefficient processes. It becomes challenging to identify pat-
terns or anomalies promptly, increasing the risk of delayed or missed detection
of security incidents.

3. Compliance and Regulatory Challenges: Industry regulations require proper
log management and incident response capabilities. meeting these require-
ments becomes difficult, resulting in potential non-compliance penalties and
legal consequences.
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3.3.5 Proposed Solution

To address the challenges and issues in the current deployment, it is crucial to
implement a Security Information and Event Management (SIEM) system using the
Splunk tool. Splunk is a powerful and widely used SIEM solution that can help in
centralizing and analyzing security events and logs from various sources.

Implementing such a system would enhance the security of Sonelgaz’s networks
and data by enabling real-time threat detection and efficient incident response to
various types of intrusions, cyber threats, and misfunctions. Splunk would allow for
the consolidation of information from diverse sources to gain an overall view of the
situation, facilitating the identification and resolution of security issues.

3.3.5.1 Monitoring of modules

To test our solution, we will select a few specific equipments on which we will
conduct our tests and configurations. The selected types of equipment will serve
as representative samples for validating the effectiveness and functionality of the
implemented SIEM system using Splunk. These tests will help us ensure that the
system performs as expected and meets the desired security objectives.

1. Firewall
For testing purposes, we will choose a specific FortiGate firewall. This firewall
will be closely monitored to gain real-time insights into network traffic, identify
rule violations, detect intrusion attempts, and observe other critical security
events.

2. Cisco Router
Supervising the Cisco router to evaluate its performance in effectively routing
data packets between networks and enforcing access control policies. Our focus
will be on closely monitoring network traffic, and identifying any abnormal
behavior.

3. Windows machine
This machine will be closely monitored to ensure its system logs are actively
tracked, suspicious activities are detected, and adherence to security policies
is maintained.

4. Ubuntu machine
By configuring our SIEM system to monitor Nginx logs, we can effectively
supervise and monitor the logs, enabling us to track and analyze system events
and user activity.
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Conclusion

After having completed our study and analysis of the current deployment, we have
identified the conditions to be met. We have also described some of the issues that
should be fixed in the new deployment.
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Chapter 4

Implementation of the proposed
solution



4.1 Introduction

In the previous chapter, we analyzed and studied the current deployment, and
defined the conditions we will consider in the new deployment. This chapter provides
an overview of the implementation of a SIEM solution using Splunk Enterprise. It
covers the planning, installation, configuration, data collection, search, and analysis.

4.2 New deployment

This architecture referred to as 4.1, is designed to leverage various virtual machines
and server technologies to enhance the capabilities of our SIEM system.

Figure 4.1: Deployment architecture

To support this architecture, we have carefully selected hardware specifications
for our PC. It features an Intel Core i5-6300U CPU with a clock speed of 2.40GHz,
providing ample processing power for handling the SIEM workload. With 12.00 GB
of RAM and a 64-bit operating system, we can ensure efficient memory utilization
and compatibility with the chosen components.
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4.3 Development environment

In our SIEM solution implementation project, we established a development en-
vironment using various software and platforms. We relied on GNS3, a network
virtualization software to simulate the network infrastructure.

GNS3 enabled us to import and utilize IOU images for different network devices.
Specifically, we employed the following IOU images:

• FortiGate: FGT_VM64_KVM-v7.0.6.F-build0366-FORTINET.out.kvm

• Router: i86bilinuxl3-adventerprisek9-ms.155-2.T.bin

• Switch: i86bilinuxl2-adventerprisek9-15.2d.bin

For hosting the necessary virtual machines for our SIEM solution, we opted for
VMware Workstation. This platform facilitated the creation and management of
virtual machines running various operating systems. The virtual machine images
used for our development environment included:

• Ubuntu machine: ubuntu-20.04.6-desktop-amd64

• Windows 10: Windows10-64bit

• Windows Server: SERVER 2022

• Kali Linux: kali-linux-2021.4a-installer-amd64

4.4 Settings of monitoring environment

In our monitoring environment, we have installed Splunk on a Windows Server ma-
chine, which serves as the central platform for log management and analysis. To
efficiently collect logs from various sources, we have deployed universal forwarders
on Windows 10 and Ubuntu machine. These lightweight Splunk agents ensure that
logs generated by these systems are forwarded to the central Splunk instance. Addi-
tionally, we have configured the Syslog protocol on the Cisco router and FortiGate
firewall, allowing us to capture and ingest their logs into Splunk for analysis.

4.4.1 Forwarders Configuration

4.4.1.1 configuration of Syslog on a Router

To configure Syslog on a Cisco router, we need to access the router’s console and
execute a series of commands. These commands enable the router to receive logs
via the UDP protocol on port 514 and send them to the Splunk server for further
analysis.
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Figure 4.2: Syslog on Cisco Router.

4.4.1.2 configuration of Syslog on a FortiGate firewall

To enable the sending of Syslog, we access the FortiGate firewall’s command-line
interface (CLI) to configure log forwarding to the Splunk server. Afterward, we
proceed to the FortiGate user interface and navigate to the "Log Setting" tab to
enable the sending of logs for Syslog.

1. Activation of port Syslog:

Figure 4.3: Syslog on Fortigate firewall.
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2. Settings events monitoring On the FortiGate web interface:

Figure 4.4: Settings events monitoring.

4.4.1.3 Windows forwarder

To install a Universal Forwarder on Windows 10, first, we download the forwarder
image (MSI file). Then, we proceed by accepting the license agreement and clicking
’Next’. After that, we enter the required information to create an administrator
account.

Figure 4.5: Universal forwarder Installation.

Next, we need to specify the deployment server and indexer by providing the
name or IP address of the Splunk server. We leave the ports at their default value.
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Figure 4.6: Configuring Splunk Deployment Server.

Finally, We complete the installation of Splunk Universal Forwarder by clicking
on ’Finish’.

Figure 4.7: Universal forwarder installed.

4.4.1.4 Linux forwarder

To install the Splunk Universal Forwarder on Linux, we first need to download
the Splunk Universal Forwarder package for Ubuntu from the Splunk website, then
execute the following commands on the terminal:

– Nginx web server Installation

Figure 4.8: Install Nginx.

44



– Configure the Splunk Universal Forwarder

Figure 4.9: Splunk forwarder installation.

– Accept the Splunk Universal Forwarder license, This command starts the
Splunk Universal Forwarder and accepts the license

Figure 4.10: Accept the Splunk Universal Forwarder license.

– Set a username and password for the Splunk Universal Forwarder

Figure 4.11: Set a username and password for the Splunk Universal Forwarder.

– Add the Splunk server for log forwarding, This command configures the Splunk
Universal Forwarder to send logs to the specified Splunk server with server IP.

45



Figure 4.12: Add the Splunk server for log forwarding.

– Add Nginx monitoring, This command configures the Splunk Universal For-
warder to monitor the Nginx access log file and send it to the Splunk server

Figure 4.13: Add Nginx monitoring.

– Finally, we Access the Nginx server using a web browser as illustrated below.

Figure 4.14: Nginx server web page.

4.4.2 Splunk Installation and configuration

In this section, we will illustrate and explain the process of installing and configuring
Splunk on a Windows 10 server, and by the end, we will have a working Splunk
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instance ready to collect and analyze your log data.

4.4.2.1 Splunk installation

1. To begin the installation of Splunk on a Windows 10 server, first, we download
the Splunk software from the official website.

Figure 4.15: Splunk download.

2. We will proceed with the installation of Splunk on the Windows 10 server. Be-
gin by locating the downloaded Splunk installer (.msi file) and double-clicking
it. Follow the on-screen prompts to accept the license agreement and select
the installation directory. Finally, click "Next" to continue the installation
process.

Figure 4.16: Splunk installation.

3. After clicking "Next," the installation program will display the "Connection
Information" panel. In this panel, we will specify a username and password
for Splunk. We should enter the desired username and password, then click
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"Next" to proceed with the installation. This step ensures secure access to
your Splunk instance.

Figure 4.17: Creating an administrator account.

4. Next, we should click on the "Install" button to initiate the installation pro-
cess. The program will then begin running and proceed to install the Splunk
software on the Windows 10 server. After the installation is finished, a win-
dow labeled "Installation Complete" will appear. Finally, we can click on the
"Finish" button.

Figure 4.18: Installation steps.

5. A username and password are required to access the Splunk interface. Screen-
shot 4.19 shows the home page of Splunk Enterprise.
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Figure 4.19: User interface of Splunk.

4.4.2.2 Splunk configuration

1. Allowing Reception
To enable log reception and collection on our Splunk server, we need to con-
figure the listening port to be 9997. To do this, we can access the Splunk
web interface, go to "Settings," and select "Forwarding and Receiving." Then,
choose "Configure Receiving" and click on "Add New." Finally, enter the port
number 9997 in the "Listen on this port" field.

Figure 4.20: Add Splunk listening port.
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2. Indexes Creation
In order to effectively receive and manage logs from each configured module,
we create indexes for Windows, Linux, FortiGate, and Cisco modules.

• Creating Index for Windows
We start by accessing the homepage of the Splunk server. From there, we
click on the "Add Data" option located in the top navigation bar. This
action directs us to the "Add Data" page. On this page, we specifically
select the "Forward" option to proceed with the data integration process.

Figure 4.21: Add Data.

After selecting a list of machines and a class for data inputs on the "Add
Data" page, we click on "Next". Then, we choose the Windows Event
Logs we want to index from the provided list. Finally, we create an index
specifically for storing the indexed Windows Event Logs.

Figure 4.22: Index creation steps.

And here are the results of the search index of Windows logs.
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Figure 4.23: Windows logs.

• creating index for Linux
We access the web interface of Splunk. From there, we navigate to the
Settings section and select Indexes. Next, we click on the option to create
a new index. We provide a name for the index and configure the necessary
settings. Finally, we save the index.

Figure 4.24: Linux index creation.

• creating index for FortiGate’s firewall and Cisco router:
The default Syslog listens on port 514, so we configure Splunk to retrieve
logs from both FortiGate and Cisco routers using a single index.
To accomplish this, we first log into the Splunk web interface. Then,
we navigate to "Settings" > "Data Inputs" and add a new UDP input
with port 514. We select "Syslog UDP" as the source type and create a
new index called "index_syslog." Finally, we submit the configuration to
start ingesting and storing the combined Syslog data from both devices
in the designated index.
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Figure 4.25: Syslog Index Creation.

4.4.3 Creating and configuring visualization tools

Splunk provides powerful features for data visualization and the creation of cus-
tomized dashboards. In this section, we will present how to create and configure
dashboards and alerts using Splunk.

4.4.3.1 Creation and Configuration of Dashboards

1. Manual Dashboard: Realistic Representation of SSH Connection Logs
To create a manual dashboard that closely reflects real-world scenarios, we im-
port a 30-day log file containing security logs from a Linux server. Specifically,
these logs capture SSH connection activities.

• Log File Import
To import data via file upload in Splunk, we access the Splunk Web
interface and log in with our credentials. Then, we go to the "Add Data"
section. There, we choose the option that allows us to upload data from
files. We select the file we want to upload by clicking on the "Choose
File" button.
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Figure 4.26: File importation.

We specify the source type for the downloaded file as "Linux-secure" since
these are security-related logs. We continue with the subsequent steps,
and then we submit the configuration. The summary of the upload is
displayed on the screen.

Figure 4.27: Data added review.

• Searching with SPL(Search Processing Language):
Splunk provides a powerful query language called SPL that allows us to
search and analyze the data. In our case, we have chosen four SPL queries
to extract the desired information from the log file. To do this, we need
to navigate to the "Search & Reporting" application. Then, in the search
bar, we enter the following SPL queries:

1. Query 1 - List of the most frequent target ports:
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Figure 4.28: PortCible Query.

This query searches for SSH connection events in the logs with the
source type "Linux_secure" from the host "Linux-server." It displays
a list of the most frequent target ports, excluding the count for each
port (showcount=false).

2. Query 2 - Number of unique source IP addresses and their count:

Figure 4.29: IP addresses count.

This query performs a statistical calculation to count the number of
unique source IP addresses and sorts them in descending order by
count.

3. Query 3 - Percentage of the most frequent source IP addresses:
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Figure 4.30: Top IP addresses.

This query displays the percentage of the top 10 most frequent
source IP addresses, excluding the count for each address (show-
count=false).

4. Query 4 - Total count of unique IP addresses:

Figure 4.31: Total number of unique source IP.

This query performs a statistical calculation to count the total num-
ber of unique source IP addresses.

• Creation of a dashboard:
First, we have to build a visualization, Splunk offers a range of visu-
alization options to present the data effectively as illustrated in Figure
4.32:
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Figure 4.32: Visualization type.

Then, we choose the appropriate visualization type for each query and
add a panel:

Figure 4.33: Add panel.

After adding all the panels to the existing dashboard, here is the final
screen that shows the dashboard of different metrics and insights in a
visually appealing and informative manner.
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Figure 4.34: Dashboard Screen.

2. Default Dashboard: Fortinet network security and Traffic,
In addition to the manual dashboard, we also created default dashboards that
provide real-time monitoring and analysis of network traffic using the Forti-
Gate app.

Before starting to configure the dashboard, we install the Splunk Fortinet App
and Add-on. Here are the steps explained:

• Install Splunk Fortinet App and Add-on: Apps and add-ons in Splunk
streamline tasks, simplify operations, and extend capabilities. They of-
fer pre-built content and configurations, empowering users to effectively
analyze data, monitor systems, and make informed decisions

Figure 4.35: Fortinet Add-on download.

57



Figure 4.36: Fortinet App for Splunk download.

In the top navigation bar, we click on the "Apps" icon to access the
applications section. Then, we select "Install the app from file" and
follow the instructions to select the downloaded files and complete the
installation process.

Figure 4.37: Install Fortinet app and addon for splunk.

• Configure Fortinet App to analyze all logs in the default dashboard:
To ensure that the Fortinet App can search and generate reports for
all logs, we have followed these steps to adjust the research query:
we will have to use type="traffic" AND index="index-syslog" to re-
place "fgt_traffic" For session numbers in 10 minutes, we will have to
use sessionid to replace session_id We will use type="utm" to replace
"fgt_utm", and use apprisk to replace severity.
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– Fortinet Network Security tab

Figure 4.38: Research query on Fortinet app.

Then we will have this dashboard as the final result.

Figure 4.39: Network Security Dashboard.
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– Traffic Dashboard:
The Traffic Dashboard in the Fortinet Network Security system intro-
duces a new approach compared to the previous dashboard. It incor-
porates a data model and a custom macro called "ftnt_dropdown"
to enhance the search functionality and data population within the
dashboard.

In order to configure the Traffic Dashboard, we followed these steps:

(a) we have to navigate to the traffic dashboard as illustrated in Figure
4.38.

Figure 4.40: Navigate to the dashboard.

(b) Then We click on data models in the settings section to change Con-
straints from fgt_logs to index="index-syslog".

Figure 4.41: change constraints.

(c) Finally we enable the acceleration to improve performance and en-
hanced data analysis.
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Figure 4.42: Enable configuration.

(d) To enhance search capabilities, we modified macros by removing sum-
mariesonly=true which is commonly used to retrieve only summary
data instead of the full details of search results.

Figure 4.43: Change macros.
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(e) Finally we will have this dashboard as the final result.

Figure 4.44: Traffic dashboard.

4.4.3.2 Alert Configuration

Splunk uses alerts to proactively monitor machine data in real time, enabling the
identification of issues, errors, or attacks before they impact customers and services.
In this section, we will provide an example of monitoring failed login attempts.

• First, we run a search on our audit index for all events containing failed login
attempts.

Figure 4.45: Audit index search.
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• Then we select save as alert and give a title to the alert and adjust other
settings.

Figure 4.46: Server login attempts.

• And here we can see the alert created.

Figure 4.47: Alert created.

• We can view any triggered alerts by selecting an activity in the Splunk bar
and clicking ’triggered alerts’

Figure 4.48: Alerts.
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4.4.3.3 Simulation of an attack scenario

In this section, we will perform a deployment test of the Splunk security software.
To do this, we will set up a virtual machine (Kali Linux).
It is crucial to emphasize that this test must be conducted within a controlled and
authorized environment, adhering to established security policies and relevant laws.
The purpose of this test is to simulate a targeted attack on the network infrastructure
equipment being monitored by Splunk. The aim is to evaluate the efficiency of this
solution in the real time detection of attacks, incidents, and malicious activities.

1. Attack attempt
On the virtual machine (Kali Linux), we are conducting a security test using
the command line to simulate an attempt to attack the FortiGate firewall.
"sudo nmap 192.168.1.1" This command is used in this context to perform a
network scan on the IP address 192.168.1.1.
Scanning this IP address with Nmap helps in gathering information about
open ports, services running on those ports, and potential vulnerabilities in
the FortiGate firewall. This information can be valuable for assessing the
security posture and identifying potential weak points that may be exploited
during a simulated attack.

Figure 4.49: Ports Scanning Attack.

2. Result Test

After executing the attack attempt, Splunk provides a comprehensive display
of detailed information regarding the events and logs it has gathered as shown
in Figure 4.50.
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Figure 4.50: Syslog logs.

Final deployment result

Regarding the work performed, we started by installing the Splunk security software
and configuring it for deployment on the proposed network infrastructure mentioned
earlier in this chapter. This also includes configuring Splunk tools for real-time mon-
itoring. The tests conducted, as well as the visualization results, have demonstrated
the crucial role of Splunk in this context.
In addition, we have also conducted tests to evaluate its effectiveness. These tests in-
cluded simulating an attack scenario to assess the capabilities of Splunk in detecting
and responding to security threats.

Conclusion

In conclusion, this chapter has presented the implementation details of the proposed
SIEM solution using Splunk Enterprise. We discussed the new deployment architec-
ture, the development environment, the settings of the monitoring environment, and
the steps for installing and configuring Splunk. By following these steps, a robust
SIEM system has been successfully established, capable of efficiently collecting, an-
alyzing, and managing log data from various sources. This system enables effective
security monitoring and threat detection, enhancing overall cybersecurity.
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General Conclusion and Future
Perspectives

In conclusion, this master thesis project focused on the implementation of a SIEM
solution using the Splunk Enterprise tool, specifically within the context of Sonel-
gaz Bejaia. The project successfully established a robust system that efficiently
collects, analyzes and manages log data from various sources. The implementa-
tion of the SIEM solution in Sonelgaz Bejaia brings several important benefits. It
enables effective security monitoring by centralizing and correlating log data from
diverse sources, allowing for prompt detection and response to potential security
incidents. The system enhances the organization’s cybersecurity posture by provid-
ing insights into its security landscape and enables proactive measures to mitigate
risks. Continuous improvement and fine-tuning of the SIEM solution should be a
priority, including refining log data collection and analysis processes, implementing
advanced correlation techniques, and integrating additional security tools. Expand-
ing the solution to cover a broader range of security domains, such as incorporating
threat intelligence feeds and user behavior analytics, can enhance its effectiveness.
Integration with incident response processes and automation can improve incident
handling while exploring emerging technologies like machine learning and artificial
intelligence can enhance anomaly detection and predictive analytics.
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Appendix A

This section presents the steps for installing the GNS3 software and associated
virtual machines.

A.1 Graphical Network Simulator-3 (GNS3) Instal-
lation steps

GNS3 (Graphical Network Simulator) is a network simulation and emulation soft-
ware that allows users to design, simulate, and troubleshoot complex network topolo-
gies. To install GNS3, you need to begin by downloading the executable file from
the official GNS3 website at
https://www.gns3.com. Once the download is complete, launch the executable file
and run it, following any provided on-screen instructions or steps illustrated in a
figure. During the installation process, patiently wait for it to complete. Once
finished, click on "Finish" to exit the installer.

Figure A.1: GNS3 Installations steps.

The following figure shows the GNS3 interface:
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Figure A.2: GNS3 interface.

A.2 VMware Workstation Installation Steps

VMware Workstation is virtual machine software for running multiple operating sys-
tems on a single computer. It supports x86 and x86-64 systems and enables simulta-
neous operation of Microsoft, Linux, and other OS instances. VMware Workstation
facilitates seamless integration between the host and virtual machines, ensuring
compatibility with hardware resources like hard disks, USB devices, and CD-ROMs.
Device drivers are installed through the host machine.

To install VMware Workstation, we obtain the installer from the official website
and check system requirements. Running the installer, we accept the End User
License Agreement and select installation options. We can enter the license key or
proceed with the trial version, customize data sharing preferences, and review the
installation summary. Once started, we wait for the installation to complete and
then click the button to finish the process.

Figure A.3: VMware workstation installation.

Link to GNS3:
we start by clicking on the GNS3 VM option. Next, we select the "Enable the
GNS3 VM" option from the settings in the right section. After confirming the
virtual server’s name imported in the VM Name section, we click the OK button.

68



Additionally, we have the option to modify the port number of the virtual server
and configure the GNS3 VM to be turned off when closing the GNS3 program.

Figure A.4: Link VM to GNS3.

A.3 Import network simulation devices

Switch:
To import a switch into GNS3, we browse for the IOU or VPCS file to import.
then we select the appropriate template for the switch and review the provided
information. Finally, we proceed with the import process by following the on-screen
instructions.

Figure A.5: Import Switch.

Router:
To import a router we configure a router template. Then, we import the router
image by browsing for the IOS file and selecting the suitable template.
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Figure A.6: Import Router.

FortiGate firewall
To import a FortiGate firewall into GNS3, we need to obtain a compatible FortiGate
firewall image with a (.qcow2) extension. After acquiring the image file, we open the
GNS3 interface and navigate to the "File" option in the top menu. From there, we
select "Import appliance" and locate the FortiGate firewall image file we obtained.
We patiently wait for the import process to complete. Once finished, we will find
the FortiGate firewall listed in the GNS3 workspace, ready for use.

Figure A.7: Import Fortigate firewall.

A.3.1 Installation of virtual machines

Ubuntu Desktop: ubuntu desktop introduces various improvements such as an
improved user interface design, performance optimization measures, and crucial se-
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curity updates, the aim is to create an operating.

Figure A.8: Ubuntu desktop installation.

Windows Server 2022 offers enhanced security protocols, optimized perfor-
mance, and superior scalability, making it the ideal choice for modern data centers.
Its advanced integrations enable effortless implementation of Azure services, ensur-
ing smooth operation across functions, especially in hybrid cloud use cases.

Figure A.9: Windows server installation.

Windows 10: Is a highly popular operating system that was developed by Mi-
crosoft. The sophisticated yet understandable interface caters to users from varying
backgrounds while the compatible nature of the system ensures it can be utilized
on numerous hardware devices or with different software programs. Due to regular
feature updates packed with added levels of security protection, this OS remains
flexible enough for both personal use and business purposes.
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Figure A.10: Windows 10 installation.

Kali Linux : Is an exceptional operating system designed explicitly for advanced
penetration testing activities under ethical boundaries with remarkable efficiency.
The vast array of pre-installed tools and utilities available on the platform has been
particularly useful to security experts worldwide.

Figure A.11: Kali Linux installation.
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Appendix B

To set up a basic network topology, we need to consider the devices, connections,
and addressing scheme. In this section, we will present our basic network topology
configuration.

B.1 Configuration of a basic network topology

B.1.1 Configuration of trunk ports

A trunk port is a network port on a switch that is used to carry traffic for multiple
VLANs (Virtual LANs). It allows for the transmission of data from multiple VLANs
over a single physical link. Here are the steps of configuration:

Figure B.1: Trunk configuration.

B.1.2 Configuration of VTP protocol

VTP (VLAN Trunking Protocol) is a Cisco proprietary protocol used for managing
VLANs (Virtual Local Area Networks) on a Cisco switch infrastructure. It allows for
easy VLAN configuration and synchronization across multiple switches in a network.
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VTP in Server mode

Figure B.2: VTP server mode.

VTP in Client mode

Figure B.3: VTP Client mode.

B.1.3 VLAN port assignment

When configuring VLANs (Virtual Local Area Networks) on a network switch, one
of the important steps is to assign ports to specific VLANs.This process allows you
to control network traffic by segmenting it into different virtual LANs based on
specific criteria.
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Figure B.4: Port assignment.

B.1.4 FortiGate firewall configuration

B.1.4.1 Configuring the IP address of port 3 on the FortiGate VM

By following these steps, we will be able to restart the FortiGate VM, login to the
console using the "admin" username, and configure the IP address and subnet mask
for port3 as well as enable HTTP access.

Figure B.5: Fortigate firewall Configuration in CLI mode.

B.1.4.2 Log in to the FortiGate web manager

After configuring the IP address and subnet mask for port 3, we can proceed by
opening a web browser and entering the configured IP address for port 3. This will
direct us to the login page where we need to enter the username "admin" and the
corresponding password. Finally, we click on the "Login" button to proceed.
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Figure B.6: FortiGate web manager.

B.1.4.3 Configurations of ports

In the "System" menu, we navigate to "Network" and select "Interfaces". From
there, we configure the interfaces according to our requirements. Once we have
made the necessary changes, we click on the "OK" or "Apply" button to save the
modifications.

Figure B.7: Ports configurations.

B.1.4.4 VLAN configuration

To configure a VLAN, we first select the interface. Then, we set the mode to VLAN,
specify a VLAN ID, and optionally assign an IP address and subnet mask to the
VLAN interface. This configuration allows the interface to function as a virtual in-
terface, enabling network segmentation and potential Layer 3 communication within
the VLAN.
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Figure B.8: Vlan configuration.

B.1.4.5 Inter-VLAN routing

Configuring inter-VLAN routing facilitates the flow of traffic between VLANs on
the FortiGate device. This enables seamless communication and connectivity among
devices and networks that belong to different VLANs, all while preserving network
segmentation and upholding security measures.

Figure B.9: Inter-VLAN.

B.1.4.6 Static route configuration

To add a default route (static route) on a FortiGate firewall, we Navigate to the
"Network" menu and select "Static Routes". we Create a new static route with
the destination set as "0.0.0.0/0". we choose the outgoing interface and enter the
default gateway IP address provided by your ISP. Save the changes, and the default
route will be added to FortiGate’s routing table.
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Figure B.10: Static route.

B.1.4.7 Configuring policies in Fortigate

To create a policy in FortiGate that controls traffic flow and applies security rules,
we start by accessing the FortiGate administration interface using SSH or HTTPS.
Next, we navigate to the "Policy & Objects" section or the "Firewall" menu and
click on "Policy & Objects" to create a new policy. Then, we click on "Create New"
to begin configuring the policy. Once we have set the desired parameters, we click
"Apply" to save the policy. The policy will then take effect and control traffic based
on the defined rules.

Figure B.11: Firewall policies.
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Appendix C

C.1 SPL Language

The Splunk Processing Language (SPL) is a language that encompasses numer-
ous commands, functions, arguments, etc., designed to make the most of Splunk’s
capabilities and fully leverage the power of its indexing engine.

C.2 Components of SPL

SPL consists of the following components:

• Search Terms: These are the keywords or expressions you are searching for.

• Search Terms: These are the keywords or expressions you are searching for.

• Commands: The actions you want to perform on the result set, such as
formatting or counting the result.

• Clauses: How to group or rename fields in the result set.

C.2.1 Syntax

Every SPL query begins with the source, which is the set of events being analyzed,
followed by a pipe or vertical bar: "|". Multiple queries can be chained together by
adding a pipe at the beginning of each one.
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Abstract

In today’s computer network environments, a significant volume of security log
data is generated, posing a challenge for organizations in terms of handling and
utilizing this data effectively. To address this challenge and enhance information
security, centralized log management, and analysis, organizations can leverage Se-
curity Information and Event Management Systems (SIEMs). SIEMs play a cru-
cial role in assisting organizations with compliance regulations and mitigating the
risk of network intrusions by enabling comprehensive monitoring, detection, and
response to security incidents. This thesis specifically focuses on implementing a
SIEM solution using Splunk, a leading platform, to strengthen the security posture
and enhance threat detection capabilities in the Sonelgaz organization, which can
serve as a reference for other entities seeking to enhance their information security
and centralized log management capabilities. The study emphasizes the benefits
and challenges associated with implementing a SIEM solution, particularly utilizing
Splunk, and provides recommendations for optimizing its usage to maximize threat
detection and incident response capabilities.
Keywords: SIEM implementation, Splunk, centralized log management, threat
detection, information security.
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